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Pendahuluan

Perkembangan teknologi digital pada dekade terakhir telah membawa transformasi besar dalam
kehidupan manusia, khususnya dalam pola komunikasi, interaksi sosial, dan aktivitas ekonomi. Generasi Z,
yang lahir antara tahun 1997 hingga 2012, menjadi kelompok masyarakat yang paling akrab dengan
teknologi digital. Mereka disebut sebagai digital natives karena sejak kecil sudah terbiasa menggunakan
internet, media sosial, dan perangkat pintar dalam kehidupan sehari-hari (Howe & Strauss, 1991). Fenomena
ini membuat Gen-Z memiliki keterampilan teknis yang relatif tinggi dibandingkan generasi sebelumnya.

Kota Mataram sebagai pusat pemerintahan dan pendidikan di Nusa Tenggara Barat tidak terlepas dari
arus digitalisasi tersebut. Laporan APJII (2024) mencatat bahwa penetrasi internet di NTB meningkat 12%
dibandingkan tahun sebelumnya, dengan kelompok usia muda mendominasi penggunaan. Gen-Z di Mataram
menggunakan internet untuk beragam aktivitas, mulai dari pembelajaran daring, belanja online, hingga
interaksi sosial melalui platform media sosial. Kondisi ini menunjukkan bahwa generasi ini memiliki tingkat
keterpaparan digital yang sangat tinggi. Namun, keterpaparan tersebut sekaligus membuat mereka
menghadapi risiko yang lebih besar terhadap penyalahgunaan data pribadi dan ancaman siber lainnya.

Data pribadi kini menjadi komoditas berharga di era ekonomi digital. Banyak aplikasi dan platform
media sosial meminta akses data pribadi pengguna seperti nama, alamat email, nomor telepon, hingga lokasi.
Tidak jarang, data tersebut kemudian diproses untuk kepentingan bisnis tanpa persetujuan eksplisit dari
pengguna. Lebih jauh lagi, kasus kebocoran data yang terjadi di Indonesia dalam beberapa tahun terakhir
memperlihatkan bahwa perlindungan data pribadi masih menjadi persoalan serius. Menurut laporan BSSN
(2024), jumlah insiden kebocoran data di Indonesia mengalami peningkatan signifikan, dan sebagian besar

korbannya berasal dari kelompok usia muda yang aktif di media sosial.

Copyright © 2025, The Author(s).
This 1s an open-access article under the CC-BY-SA license.



https://doi.org/10.71094/sitera.v1i1.47

e-ISSN: 3110-1100 13

Di sisi lain, literasi digital sering dipahami secara sempit hanya sebagai keterampilan menggunakan
perangkat atau aplikasi digital. Padahal, literasi digital mencakup pemahaman kritis terhadap informasi,
kesadaran terhadap risiko privasi, serta perilaku etis dalam penggunaan teknologi. (Prayuti 2023)
menekankan bahwa literasi digital tidak hanya meliputi kemampuan teknis, tetapi juga pemahaman
mengenai keamanan data pribadi. Generasi Z yang mahir secara teknis sering kali justru mengabaikan aspek
perlindungan data pribadi karena lebih fokus pada kemudahan penggunaan dan kenyamanan berinternet.

Fenomena oversharing di media sosial menjadi contoh nyata lemahnya kesadaran privasi di kalangan
Gen-Z. Banyak dari mereka yang secara sadar maupun tidak sadar membagikan informasi pribadi seperti
lokasi, nomor telepon, atau detail kehidupan sehari-hari. (Lee & Cho 2022) menegaskan bahwa perilaku
semacam ini dapat meningkatkan risiko pencurian identitas, phishing, dan bentuk kejahatan siber lainnya.
Bahkan, (Kaspersky 2023) menemukan bahwa 72% Gen-Z di Indonesia gagal mengenali serangan phishing,
sehingga mudah menjadi korban pencurian data pribadi.

Permasalahan inilah yang mendasari penelitian ini, yakni adanya kesenjangan antara keterampilan
digital dengan kesadaran privasi yang disebut /iteracy—privacy gap. Di satu sisi, Gen-Z memiliki kemampuan
tinggi dalam menggunakan teknologi; di sisi lain, mereka masih lengah dalam melindungi data pribadinya.
Kesenjangan ini perlu dipelajari lebih lanjut, khususnya dalam konteks Kota Mataram, yang tengah
berkembang pesat sebagai kota digital.

Berdasarkan uraian tersebut, penelitian ini bertujuan untuk mendeskripsikan perilaku Generasi Z di
Kota Mataram dalam membagikan data pribadi di ruang digital, menganalisis tingkat literasi digital Gen-Z
terkait perlindungan data pribadi dan engukur hubungan antara literasi digital dengan kesadaran menjaga
data pribadi di kalangan Gen-Z Mataram. Penelitian ini diharapkan memberikan kontribusi teoretis maupun
praktis. Secara teoretis, penelitian ini memperluas pemahaman mengenai literasi digital dengan menekankan
pada aspek privasi data. Secara praktis, penelitian ini dapat menjadi dasar bagi pemerintah daerah, institusi
pendidikan, maupun komunitas digital untuk merancang program literasi digital yang lebih komprehensif,
tidak hanya mengajarkan keterampilan teknis tetapi juga meningkatkan kesadaran akan pentingnya
perlindungan data pribadi.

Kajian Pustaka

Kajian pustaka merupakan landasan teoritis yang penting dalam menjelaskan keterkaitan antara literasi
digital dengan perlindungan data pribadi pada Generasi Z di Kota Mataram. Literatur yang digunakan
mencakup konsep dasar literasi digital, data pribadi dan risikonya, perilaku digital Generasi Z, serta
penelitian terdahulu yang menyoroti kesenjangan literasi dan kesadaran privasi.

2.1. Literasi Digital

Istilah literasi digital pertama kali diperkenalkan oleh Gilster (1997), yang mendefinisikannya sebagai
kemampuan untuk memahami dan menggunakan informasi dari berbagai sumber digital secara efektif.
Seiring perkembangan zaman, definisi ini mengalami perluasan. Literasi digital kini tidak hanya dipahami
sebagai kemampuan teknis dalam mengoperasikan perangkat digital, tetapi juga mencakup aspek kognitif,
sosial, etika, dan keamanan (Livingstone, 2014).

Prayuti (2023) menegaskan bahwa literasi digital pada generasi muda tidak cukup hanya dengan
kemampuan teknis, melainkan harus diiringi kesadaran akan dampak sosial dan risiko keamanan. Misalnya,
seorang individu yang mampu mengoperasikan berbagai aplikasi media sosial belum tentu memiliki literasi
digital yang memadai apabila tidak bisa membedakan antara informasi valid dan berita palsu, atau tidak
memahami risiko ketika membagikan data pribadi secara terbuka. Dengan demikian, literasi digital
mencakup dua dimensi penting: keterampilan teknis dan kesadaran kritis.

Penelitian-penelitian sebelumnya menunjukkan bahwa tingginya keterampilan teknis tidak selalu
sejalan dengan kesadaran privasi digital. Dalam konteks Generasi Z, mereka sering kali disebut sebagai fech-
savvy but careless (Chellappa, 2020). Artinya, meskipun mereka mahir dalam penggunaan teknologi, tetapi
masih sering lalai dalam menjaga keamanan data pribadi. Kondisi ini sangat relevan dengan kasus di
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Indonesia, termasuk di Kota Mataram, di mana penetrasi internet tinggi namun tingkat kesadaran terhadap

privasi digital relatif rendah.
2.2. Data Pribadi dan Penyalahgunaanya

Menurut Undang-Undang No. 27 Tahun 2022 tentang Perlindungan Data Pribadi, data pribadi adalah
setiap data tentang individu yang dapat diidentifikasi, baik secara langsung maupun tidak langsung, melalui
sistem elektronik maupun non-elektronik. Data ini meliputi nama, alamat, nomor identitas, informasi
keuangan, hingga rekam jejak digital seperti lokasi GPS, aktivitas pencarian internet, dan interaksi di media
sosial. Penyalahgunaan data pribadi dapat terjadi dalam berbagai bentuk. Salah satunya adalah phishing,
yaitu upaya penipuan untuk memperoleh informasi sensitif dengan menyamar sebagai pihak terpercaya.
Bentuk lainnya adalah data breach atau kebocoran data, di mana data pengguna dicuri oleh peretas dari
server yang tidak terlindungi dengan baik (BSSN, 2024).

Dalam banyak kasus, data pribadi dijual di pasar gelap digital (dark web) untuk tujuan penipuan,
peretasan akun, maupun manipulasi identitas.Laporan Kaspersky (2023) menunjukkan bahwa Indonesia
termasuk dalam lima besar negara di Asia yang paling sering mengalami serangan phishing. Sementara itu,
survei APJII (2024) menyebutkan bahwa 58% pengguna internet di Indonesia pernah menerima pesan
mencurigakan yang meminta data pribadi. Fakta ini menegaskan bahwa data pribadi telah menjadi target
utama serangan siber di Indonesia.

Generasi Z memiliki karakteristik unik dalam penggunaan teknologi. Mereka cenderung terbuka
dalam membagikan informasi pribadi secara daring. Fenomena ini disebut dengan istilah oversharing. Lee &
Cho (2022) menemukan bahwa lebih dari separuh Gen-Z di Korea Selatan secara rutin membagikan lokasi,
aktivitas harian, dan bahkan informasi keuangan di platform digital tanpa mempertimbangkan risikonya.

Di Indonesia, fenomena serupa juga terjadi. Menurut Prayuti (2023), mahasiswa di beberapa
perguruan tinggi memiliki kecenderungan tinggi untuk membagikan data pribadi di media sosial, meskipun
mereka menyadari potensi risikonya. Hal ini menunjukkan adanya kontradiksi antara pengetahuan dan
perilaku. Gen-Z sebenarnya mengetahui bahwa data pribadi berharga dan harus dijaga, tetapi praktik sehari-
hari mereka menunjukkan hal sebaliknya.

Hal ini diperkuat oleh laporan BSSN (2024), yang menyebutkan bahwa kelompok usia muda
merupakan korban terbanyak dalam kasus pencurian identitas digital di Indonesia. Penyebab utama adalah
rendahnya kesadaran privasi, lemahnya kebiasaan menggunakan kata sandi yang kuat, serta enggan
mengaktifkan autentikasi dua faktor.

2.3. Penelitian Terdahulu

Sejumlah penelitian terdahulu relevan dengan penelitian ini. (Prayuti 2023) menyoroti bahwa literasi
digital mahasiswa di Indonesia masih cenderung berorientasi pada keterampilan teknis, sementara aspek
keamanan dan etika kurang mendapat perhatian. Penelitian tersebut menemukan bahwa mayoritas
mahasiswa mampu menggunakan aplikasi digital dengan baik, namun masih lemah dalam mengantisipasi
ancaman siber.

(Kaspersky 2023) melaporkan bahwa 72% Gen-Z di Indonesia gagal mengenali modus phishing. Hal
ini membuktikan bahwa keterampilan teknis dalam menggunakan perangkat digital tidak otomatis diikuti
dengan kemampuan mengidentifikasi ancaman.

Sementara itu, penelitian oleh (Lee & Cho 2022) di Korea Selatan menegaskan bahwa literasi digital
memiliki hubungan erat dengan kesadaran menjaga privasi. Semakin tinggi literasi digital seseorang,
semakin besar kecenderungannya untuk mengadopsi perilaku aman, seperti menggunakan kata sandi yang
kuat, mengaktifkan autentikasi dua faktor, dan membatasi informasi yang dibagikan secara publik

Metodologi Penelitian

Metode penelitian menjelaskan langkah-langkah yang digunakan peneliti untuk memperoleh data,
mengolah, dan menganalisisnya sehingga menghasilkan temuan yang valid. Pada penelitian ini, pendekatan
yang dipakai adalah kuantitatif dengan desain deskriptif-korelasi. Desain ini dipilih karena penelitian tidak
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hanya bertujuan menggambarkan kondisi literasi digital dan perilaku perlindungan data pribadi Generasi Z di
Kota Mataram, tetapi juga mengukur hubungan antara kedua variabel tersebut.
3.1 Jenis dan Pendekatan Penelitian

Penelitian ini menggunakan metode kuantitatif karena seluruh data dikumpulkan dalam bentuk angka,
baik dari hasil kuesioner maupun hasil analisis statistik. Jenis penelitian adalah deskriptif-korelasi, yaitu
penelitian yang bertujuan mendeskripsikan fenomena tertentu dan sekaligus menguji hubungan antarvariabel
(Sugiyono, 2019). Dalam konteks penelitian ini, variabel independen adalah literasi digital, sedangkan
variabel dependen adalah kesadaran menjaga data pribadi.

Pendekatan kuantitatif dipilih karena memungkinkan pengukuran yang objektif, terukur, dan dapat
dianalisis secara statistik. Hal ini sesuai dengan tujuan penelitian yang ingin mengetahui apakah literasi
digital berhubungan dengan perilaku menjaga data pribadi pada Generasi Z di Kota Mataram. Pemilihan
lokasi ini didasarkan pada dua pertimbangan utama. Pertama, Kota Mataram memiliki tingkat penetrasi
internet yang relatif tinggi dibandingkan daerah lain di NTB (APJII, 2024). Kedua, kota ini merupakan pusat
pendidikan dengan jumlah mahasiswa dan pelajar Gen-Z cukup besar, sehingga mudah mendapatkan
responden yang sesuai kriteria penelitian. Waktu penelitian dilaksanakan antara Januari-Maret 2025,
mencakup tahapan penyusunan instrumen, uji validitas dan reliabilitas, penyebaran kuesioner, pengumpulan
data, serta analisis data.

3.2. Prosedur Pengumpulan Data

Pengumpulan data dilakukan secara daring menggunakan Google Form. Responden dihubungi melalui
jaringan pertemanan, komunitas mahasiswa, dan organisasi kepemudaan di Mataram. Sebelum mengisi
kuesioner, responden diminta membaca lembar persetujuan (informed consent) yang menjelaskan tujuan
penelitian, hak kerahasiaan data, serta penggunaan data hanya untuk kepentingan akademik.

Data yang terkumpul kemudian diekspor ke format spreadsheet untuk dilakukan pembersihan (data
cleaning), yaitu memeriksa kelengkapan jawaban dan menghapus data ganda. Dari total 112 responden yang
mengisi kuesioner, hanya 100 yang memenubhi kriteria penelitian dan digunakan dalam analisis.

Analisis data dilakukan dalam beberapa tahap: Analisis Deskriptif, Data dianalisis untuk mengetahui
distribusi frekuensi dan persentase jawaban responden. Analisis ini digunakan untuk menggambarkan tingkat
literasi digital dan perilaku menjaga data pribadi. Analisis Korelasi Pearson Untuk mengetahui hubungan
antara literasi digital dengan kesadaran menjaga data pribadi, digunakan uji korelasi Pearson. Nilai r
digunakan untuk mengukur kekuatan dan arah hubungan antarvariabel, sedangkan nilai signifikansi (p)
digunakan untuk menguji kebermaknaan hubungan. Interpretasi Hasil Nilai koefisien korelasi (r)
diinterpretasikan berdasarkan pedoman Sugiyono (2019), yaitu: 0,00-0,19 (sangat lemah), 0,20-0,39
(lemah), 0,40-0,59 (sedang), 0,60-0,79 (kuat), dan 0,80-1,00 (sangat kuat). Melalui teknik analisis ini,
penelitian diharapkan dapat menjawab pertanyaan apakah literasi digital memiliki pengaruh signifikan
terhadap kesadaran menjaga data pribadi di kalangan Generasi Z Kota Mataram.

Hasil dan Pembahasan

4.1 Prilaku Berbagi data pribadi.

Sebelum menampilkan hasil dalam bentuk tabel, penting untuk menjelaskan pola umum perilaku
responden. Berdasarkan kuesioner yang disebarkan, mayoritas responden mengaku pernah atau bahkan
sering membagikan informasi pribadi di dunia digital, baik secara sadar maupun tidak. Informasi yang
dibagikan bervariasi, mulai dari alamat email, nomor telepon, hingga lokasi real-time melalui fitur check-in
di media sosial.

Sebagian besar responden juga mengaku tidak membaca syarat dan ketentuan aplikasi ketika
melakukan instalasi. Mereka cenderung langsung menekan tombol “setuju” atau “izinkan” tanpa memahami
implikasi dari izin akses data yang diberikan. Perilaku ini memperlihatkan bahwa meskipun Generasi Z
Mataram memiliki kemampuan teknis yang tinggi dalam menggunakan teknologi, kesadaran mereka
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terhadap risiko penyalahgunaan data pribadi masih rendah. Hasil detail perilaku responden ditampilkan pada
tabel berikut;
._Tabel 4.1. Perilaku Berbagi Data Pribadi Gen-Z Mataram Tahun 2025

Perilaku Jumlah Responden Persentase
Membagikan data pribadi di media sosial 72 72%
Tidak membaca syarat & ketentuan aplikasi 60 60%
Membagikan data ke aplikasi tanpa pertimbangan 55 55%

Data pada Tabel 4.1 memperlihatkan gambaran nyata kebiasaan Gen-Z Mataram terkait
perlindungan data pribadi. Sebanyak 72% responden mengaku membagikan data pribadi di media sosial.
Persentase ini sangat tinggi, mengingat data pribadi yang dibagikan dapat berupa alamat rumah, foto
keluarga, hingga detail aktivitas sehari-hari yang bisa digunakan pihak tak bertanggung jawab untuk
keperluan negatif, seperti penipuan atau pencurian identitas.

Selain itu, sebanyak 60% responden tidak membaca syarat dan ketentuan aplikasi. Hal ini berisiko
karena banyak aplikasi pihak ketiga meminta izin mengakses kamera, mikrofon, lokasi, dan kontak telepon
pengguna. Ketika izin ini diberikan tanpa dipahami, data pengguna bisa saja dikoleksi dan dimanfaatkan oleh
perusahaan untuk tujuan komersial tanpa sepengetahuan pemilik data.

Fenomena ini sejalan dengan penelitian Prayuti (2023) yang menyebutkan bahwa mahasiswa
Indonesia sering mengabaikan aspek privasi digital karena merasa tergesa-gesa ingin menggunakan aplikasi.
Bahkan, sebagian responden menganggap membaca syarat & ketentuan sebagai sesuatu yang membuang
waktu. Perilaku ini memperkuat pandangan bahwa Gen-Z lebih mengutamakan kenyamanan dan kecepatan
akses teknologi dibandingkan perlindungan data pribadinya.

Temuan lain adalah 55% responden membagikan data pribadi ke aplikasi tanpa pertimbangan.
Misalnya, ketika mendaftar aplikasi belanja daring atau gim online, mereka langsung mengisi data lengkap,
termasuk alamat rumah dan nomor rekening, meskipun belum memahami tingkat keamanan aplikasi
tersebut. Padahal, data tersebut sangat rawan disalahgunakan apabila sistem penyimpanan data aplikasi tidak
memiliki perlindungan yang kuat.

Hasil penelitian ini menunjukkan bahwa Generasi Z di Kota Mataram masih memiliki kesenjangan
antara keterampilan digital dengan kesadaran privasi. Sebagian besar responden (72%) masih membagikan
data pribadi di media sosial, dan 60% tidak membaca syarat serta ketentuan aplikasi. Temuan ini
memperlihatkan bahwa meskipun Gen-Z memiliki kemampuan teknis tinggi dalam menggunakan perangkat
digital, kesadaran mereka terhadap perlindungan data pribadi masih relatif rendah.

Fenomena ini sejalan dengan konsep /literacy—privacy gap yang dijelaskan oleh Prayuti (2023).
Menurutnya, generasi muda yang mahir dalam penggunaan teknologi sering kali kurang berhati-hati dalam
menjaga data pribadi. Gap ini muncul karena literasi digital yang berkembang lebih cepat pada aspek teknis
dibandingkan dengan aspek kritis dan kesadaran risiko. Kondisi ini menjadi salah satu tantangan utama di
era digital, terutama di masyarakat dengan penetrasi internet tinggi.

Perilaku berbagi data pribadi yang tinggi pada Gen-Z Mataram dapat dijelaskan melalui konsep
oversharing. Dalam studi Lee & Cho (2022), oversharing dipandang sebagai fenomena yang muncul dari
budaya berbagi (sharing culture) di media sosial. Generasi Z cenderung mengekspresikan identitas diri
mereka melalui media digital, sehingga mereka merasa wajar membagikan lokasi, aktivitas, atau bahkan
informasi pribadi lainnya.

Namun, dalam konteks keamanan, perilaku ini memiliki implikasi serius. Data pribadi yang tersebar
di internet dapat digunakan untuk pencurian identitas, penipuan daring, atau bahkan peretasan akun
keuangan. Fakta bahwa lebih dari setengah responden di Mataram masih bersikap permisif terhadap data
pribadinya menunjukkan bahwa literasi digital di bidang privasi belum optimal.

4.2 Tingkat Literasi Digital
Selain perilaku berbagi data pribadi, penelitian ini juga mengukur tingkat literasi digital responden.
Literasi digital yang diukur meliputi kemampuan menggunakan perangkat digital, mengevaluasi informasi,
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kesadaran akan keamanan, dan etika penggunaan internet. Penting dipahami bahwa literasi digital tidak
hanya sebatas keterampilan menggunakan perangkat. Misalnya, seseorang mungkin mahir menggunakan
aplikasi editing video, tetapi jika ia tidak bisa membedakan informasi hoaks dengan fakta, maka literasi
digitalnya tergolong rendah. Oleh karena itu, instrumen penelitian disusun untuk menangkap dimensi literasi
digital secara komprehensif.

Berikut hasil distribusi tingkat literasi digital responden.

Tabel 4.2. Tingkat Literasi Digital Responden Gen-Z Mataram Tahun 2025

Kategori Literasi Digital Jumlah Responden Persentase
Tinggi 34 34%
Sedang 46 46%
Rendah 20 20%

Tabel 4.2 menunjukkan bahwa 46% responden berada pada kategori literasi digital sedang, 34%
pada kategori tinggi, dan 20% pada kategori rendah. Dengan demikian, mayoritas responden memiliki
literasi digital cukup baik, namun belum mencapai tingkat optimal. Jika dikaitkan dengan perilaku berbagi
data pribadi, temuan ini menarik. Responden yang berada pada kategori literasi digital sedang dan rendah
lebih rentan melakukan praktik berisiko, seperti oversharing dan tidak membaca syarat aplikasi. Hal ini
menunjukkan bahwa tingkat literasi digital yang belum matang berdampak langsung pada kesadaran privasi
digital. Hasil ini mendukung teori /iferacy—privacy gap yang dikemukakan Prayuti (2023), bahwa ada
kesenjangan nyata antara kemampuan teknis digital dan kesadaran privasi. Responden dengan literasi digital
tinggi umumnya lebih berhati-hati dalam membagikan data pribadi, tetapi jumlahnya masih relatif sedikit
(34%).

Sebagian besar responden (46%) berada pada kategori literasi digital sedang. Hal ini menunjukkan
bahwa Gen-Z Mataram sebenarnya sudah memiliki dasar keterampilan digital, tetapi belum sepenuhnya
memahami risiko keamanan yang melekat. Misalnya, mereka tahu cara mengunduh aplikasi, tetapi tidak
membaca syarat & ketentuan atau tidak memeriksa izin akses data.

Hasil ini menguatkan penelitian Kaspersky (2023) yang menemukan bahwa 72% Gen-Z Indonesia
gagal mengenali phishing. Artinya, keterampilan teknis tidak berbanding Ilurus dengan kemampuan
mengenali ancaman digital. Kondisi ini memperlihatkan bahwa literasi digital harus diperluas, tidak hanya
fokus pada keterampilan, tetapi juga mencakup critical digital awareness.

4.3 Hubungan Literasi Digital dengan Kesadaran Menjaga Data Pribadi

Analisis hubungan dilakukan menggunakan uji korelasi Pearson. Sebelum uji dilakukan, data diuji
normalitas dan terbukti berdistribusi normal, sehingga syarat uji parametris terpenuhi.
Hasil uji korelasi menunjukkan nilai r = 0,52 dengan signifikansi p < 0,05. Nilai ini menunjukkan adanya
hubungan positif sedang antara literasi digital dengan kesadaran menjaga data pribadi. Dengan kata lain,
semakin tinggi literasi digital seseorang, semakin besar pula kemungkinan ia memiliki kesadaran dalam
menjaga privasi digitalnya.

Temuan ini penting karena membuktikan bahwa peningkatan literasi digital dapat menjadi solusi
strategis dalam mencegah penyalahgunaan data pribadi. Misalnya, ketika seseorang paham tentang ancaman
phishing, ia akan lebih hati-hati ketika menerima tautan mencurigakan. Begitu pula jika seseorang memiliki
literasi tinggi, ia akan terbiasa menggunakan password kuat dan autentikasi dua faktor.

Hasil ini sejalan dengan penelitian (Lee & Cho 2022) di Korea Selatan, yang menemukan hubungan
signifikan antara literasi digital dan perilaku aman berinternet. Penelitian tersebut juga menekankan bahwa
program literasi digital yang menyentuh aspek keamanan mampu mengurangi praktik berbagi data pribadi

se€cara sembarangan.
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Uji korelasi menunjukkan adanya hubungan positif sedang (r = 0,52) antara literasi digital dengan
kesadaran menjaga data pribadi. Artinya, semakin tinggi literasi digital seseorang, semakin besar
kemungkinan ia memiliki kesadaran privasi yang lebih baik. Temuan ini memperkuat hasil penelitian Lee &
Cho (2022) di Korea Selatan, yang menekankan pentingnya literasi digital dalam membentuk perilaku aman
berinternet.

Dalam konteks lokal, hubungan ini menjadi sangat penting karena Kota Mataram sedang
berkembang menuju smart city. Peningkatan layanan digital di kota ini berpotensi membuka akses lebih luas
terhadap data pribadi masyarakat. Oleh karena itu, literasi digital yang baik akan menjadi modal utama
dalam menghadapi tantangan transformasi digital tersebut

Kesimpulan

Penelitian ini bertujuan untuk menganalisis literasi digital dan kesadaran menjaga data pribadi di
kalangan Generasi Z di Kota Mataram tahun 2025, dengan jumlah sampel 100 responden. Hasil penelitian
menunjukkan adanya kesenjangan nyata antara kemampuan teknis digital dengan kesadaran menjaga privasi.
Generasi Z di Mataram terbukti mahir dalam menggunakan perangkat digital, namun masih lengah dalam
melindungi data pribadinya.

Pertama, terkait perilaku berbagi data pribadi, hasil penelitian menunjukkan bahwa mayoritas
responden (72%) pernah membagikan informasi pribadi di media sosial, baik berupa alamat, nomor telepon,
maupun aktivitas keseharian. Selain itu, 60% responden mengaku tidak membaca syarat dan ketentuan
aplikasi, serta 55% dengan mudah memberikan data pribadi ke aplikasi tanpa pertimbangan matang. Temuan
ini menegaskan bahwa perilaku oversharing masih sangat tinggi di kalangan Gen-Z, sehingga meningkatkan
kerentanan terhadap pencurian identitas, penipuan daring, dan serangan siber lainnya.

Kedua, terkait tingkat literasi digital, penelitian ini menemukan bahwa 46% responden berada pada
kategori sedang, 34% pada kategori tinggi, dan 20% pada kategori rendah. Kondisi ini menunjukkan bahwa
literasi digital di kalangan Gen-Z Mataram masih bervariasi. Meskipun sebagian sudah memiliki kemampuan
digital tinggi, namun jumlah tersebut belum dominan. Hal ini mengindikasikan bahwa literasi digital Gen-Z
masih perlu diperkuat, terutama pada aspek kesadaran kritis dan pemahaman keamanan.

Ketiga, terkait hubungan antara literasi digital dan kesadaran menjaga data pribadi, uji korelasi
Pearson menunjukkan adanya hubungan positif sedang (r = 0,52; p < 0,05). Temuan ini berarti semakin
tinggi literasi digital yang dimiliki seseorang, semakin besar pula kemungkinannya untuk menjaga privasi
data pribadi dengan lebih baik. Dengan kata lain, literasi digital menjadi faktor kunci dalam membentuk
kesadaran privasi di era digital.

Secara keseluruhan, penelitian ini menegaskan bahwa literasi digital tidak hanya sebatas keterampilan
teknis, melainkan juga mencakup kesadaran kritis, pemahaman risiko, dan perilaku etis dalam dunia digital.
Dalam konteks Mataram yang sedang berkembang sebagai smart city, peningkatan literasi digital generasi
muda sangat penting untuk mendukung pembangunan digital yang aman dan berkelanjutan
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